**Self-Assessment for:**

Improve upon my existing experience in networking and be able to integrate wired/wireless seamlessly.

**Where did you create This Artifact?**

This was created for the graduate requirement in the Cisco Network Security class. This is a analysis and proposal for a network security policy guidelines in a business environment.

**What I learned**

I learned how to interpret data and threats to a corporate network. How the graying of the network perimeter could leave large holes in any security policy which doesn’t take that into account. The benefit of a proactive model as opposed to a reactive model.

**How will you apply this?**

I plan on applying the research technique in developing this policy to other policy proposals. The basis for the network security can be applied to security regarding an Enterprise Resource Planning software, engineering documents, and other type so of large data stores.

**What challenges did you overcome?**

The challenge for me in regards to this artifact was switching my mode of thinking for implicit trust in employees to more a pessimistic view. This has shifted my view more for planning for a person to take advantage of security gaps, and proactively close them.